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[bookmark: _Toc20149631][bookmark: _Toc27846422][bookmark: _Toc36187546][bookmark: _Toc45183450][bookmark: _Toc47342292][bookmark: _Toc51768990][bookmark: _Toc114664954][bookmark: _Toc20204472][bookmark: _Toc27895171][bookmark: _Toc36192268][bookmark: _Toc45193381][bookmark: _Toc47593013][bookmark: _Toc51835100][bookmark: _Toc114668537]* * * * 1st change * * * *
[bookmark: _Toc20149630][bookmark: _Toc27846421][bookmark: _Toc36187545][bookmark: _Toc45183449][bookmark: _Toc47342291][bookmark: _Toc51768989][bookmark: _Toc114664953]4.X	Support of Personal IoT Networks
4.X.x	General
This clause specifies the procedures that enable the support of Personal IoT Networks (PIN) as defined in clause 5.X of TS 23.501 [2]. 
4.X.y	PIN configuration
If a PIN is pre-configured, the PIN Data described in Table 4.X.y-1 is preconfigured in UDR for the PIN. 
Table 4.X.y-1: Description of PIN Data
	Parameter
	Description

	PIN ID
	Identifier of the PIN that the PIN Data belongs to.
[mandatory]

	AF Identifier
	When present, identifies the AF who is allowed to manage the PIN. In case the PIN is created by AF request, it indicates the AF who creats the PIN and hence is allowed to update and remove the PIN. In case the PIN is pre-configured, it indicates the AF who is allowed to configure communication for the PIN.
[optional]

	PIN inforamtion
	Parameters of a PIN, see Table 4.X.y-2.



If a PIN is created by an AF, the procedure described in clause 4.15.6.X is used, the AF invokes the Nnef_ApplyPolicy Service to provide the PIN informatin described in Table 4.X.y-2 to the NEF. 
Table 4.X.y-2: Description of PIN information
	Parameter
	Description

	DNN
	DNN for the PIN
[optional]

	S-NSSAI
	S-NSSAI for the PIN
[optional]

	PIN Type
	[bookmark: _GoBack]This parameter includes operator assigned values that may be used to generate PDU Session Type Selection and SSC Mode Selection in the corresponding UE policy for PIN.
[optional]

	Address Ranges
	This parameter indicates IP Ranges or MAC Ranges that are used by SMF for allocating addresses for PINEs.
[optional]



Editor's note:	Other IEs in PIN Inforamtion are FFS.
The DNN, S-NSSAI, and PIN Type are used by PCF to generate corresponding UE policy for PIN for routing traffic of PINEs as described in TS 23.503 [20]. If the NEF did not receive DNN and/or S-NSSAI from the AF for a PIN, and the NEF does not determine the DNN and/or S-NSSAI for the PIN, then the PCF determines the DNN and/or S-NSSAI per the PEGC. The PCF sends the UE policy for PIN to the PEGC. 
[bookmark: _Toc20204526][bookmark: _Toc27895225][bookmark: _Toc36192322][bookmark: _Toc45193435][bookmark: _Toc47593067][bookmark: _Toc51835154][bookmark: _Toc114668599]Editor's note:	The name of "UE policy for PIN" is FFS.
* * * * 2nd change * * * *
[bookmark: _Toc122443453][bookmark: _Toc122443439]4.15.6.X	PIN configuration information flow


Figure 4.15.6.X-1: PIN configuration information flow
1.	The AF requests to create or update or delete a PIN by invoking the Nnef_ApplyPolicy_Create service operation or Nnef_ApplyPolicy_Update service operation or Nnef_ApplyPolicy_Delete service operation. The NEF assigns a Transaction Reference ID to the Nnef_ApplyPolicy_Create request. The NEF authorizes the AF request and stores the AF Identifier and the Transaction Reference ID.
2.	The NEF requests to resolve the External PIN Identifier into the Internal PIN Identifier using Nudm_SDM_Get (Group Identifier Translation, External PIN Identifier).
3.	The NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = PIN Data, Data Key = Internal PIN ID).
4.	The NEF responds to the request.
5.	The PCF(s) that have subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = PIN Data, Data Key = Internal PIN ID) receive(s) a Nudr_DM_Notify notification of data change from the UDR.
* * * * 3rd change * * * *
4.15.6	External Parameter Provisioning
[bookmark: _Toc122443440]4.15.6.1	General
Provisioning capability allows an external party to provision the information, such as expected UE behaviour and service specific parameters, PIN related information, or the 5G VN group information to 5G network functions. In the case of provisioning the expected UE behavioural information, the expected UE behavioural information consists of information on expected UE movement and communication characteristics. In the case of provisioning the 5G VN group information the provisioning information consists of information on 5G VN group. The service specific information consists of information to support the specific service in 5G system. Provisioned data can be used by the other NFs.
* * * * 4th change * * * *
[bookmark: _Toc20204601][bookmark: _Toc27895302][bookmark: _Toc36192402][bookmark: _Toc45193515][bookmark: _Toc47593147][bookmark: _Toc51835234][bookmark: _Toc122443965][bookmark: _Toc122443884]5.2.6.19	Nnef_ApplyPolicy service
[bookmark: _Toc20204602][bookmark: _Toc27895303][bookmark: _Toc36192403][bookmark: _Toc45193516][bookmark: _Toc47593148][bookmark: _Toc51835235][bookmark: _Toc122443966]5.2.6.19.1	General
The service provides the capability to apply a previously negotiated Background Data Transfer Policy to a UE or a group of UEs, or support PIN operations. See clause 4.15.6.8 and 4.16.6.X for the detailed procedure.
[bookmark: _Toc20204603][bookmark: _Toc27895304][bookmark: _Toc36192404][bookmark: _Toc45193517][bookmark: _Toc47593149][bookmark: _Toc51835236][bookmark: _Toc122443967]5.2.6.19.2	Nnef_ApplyPolicy_Create service operation
Service operation name: Nnef_ApplyPolicy Create
Description: The consumer requests to apply a policy to the UE.
Inputs, Required: AF Identifier, External Identifier or External Group ID or External PIN ID, Background Data Transfer Reference ID for a previously negotiated policy of a background data transfer or PIN information for a PIN.
Inputs, Optional: None.
Outputs, Required: Transaction Reference ID, result.
Output (optional): None.
[bookmark: _Toc20204604][bookmark: _Toc27895305][bookmark: _Toc36192405][bookmark: _Toc45193518][bookmark: _Toc47593150][bookmark: _Toc51835237][bookmark: _Toc122443968]5.2.6.19.3	Nnef_ApplyPolicy_Update service operation
Service operation name: Nnef_ApplyPolicy Update
Description: The consumer requests to update a policy to the UE.
Inputs, Required: Transaction Reference ID, Background Data Transfer Reference ID for a previously negotiated policy of a background data transfer or PIN information for a PIN.
Inputs, Optional: None.
Outputs, Required: Result.
Output (optional): None.
[bookmark: _Toc20204605][bookmark: _Toc27895306][bookmark: _Toc36192406][bookmark: _Toc45193519][bookmark: _Toc47593151][bookmark: _Toc51835238][bookmark: _Toc122443969]5.2.6.19.4	Nnef_ApplyPolicy_Delete service operation
Service operation name: Nnef_ApplyPolicy Delete
Description: The consumer requests to delete a policy to the UE.
Inputs, Required: Transaction Reference ID.
Inputs, Optional: None.
Outputs, Required: Result.
Output (optional): None.
* * * * End of change * * * *
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